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Abstract of the contribution: This contribution proposes new solution for KI#1, UPEAS_Ph2
1	Discussion
KI#1 description as specified in TS 23.700-63 is as follows:
Currently a UPF advertises the features it supports in the NF profile of UPF registered in NRF as specified in e.g. clause 6.1.6.2.13 of TS 29.510 [5] and/or over PFCP as defined in TS 29.244 [6]. An SMF leverages the exposed UPF information for proper UPF discovery and selection. A UPF implementation may support more optional functionalities like NAT, Packet Inspection, etc which are not fully specified by 3GPP. The following should be studied:
-	Whether there is a need and how to extend the existing UPF advertising capabilities.
-	Whether and how the input parameter(s) for UPF selection by SMF should be enhanced to support selection of UPF supporting specific user plane functionalities, e.g. NAT, Packet Inspection, etc.
2 	Proposal
[bookmark: _Hlk513714389][bookmark: _Hlk91782779]It is proposed to adopt the following changes to TR 23.700-63.
*** Start of the change***
[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc157447963][bookmark: _Toc157448170]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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*** Next change (all new text) ***
6.X	Solution #X: Direct UPF Discovery and Subscription via NEF
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc157447965][bookmark: _Toc157448172]6.X.1	Description
[bookmark: _Toc500949101]This solution describes the enhancement to the NF profile stored in the NRF for a UPF instances. Currently, as described in TS 23.501 [2] and TS 23.502 [3], a UPF instance in the NRF may be associated with :
· A list of (S-NSSAI, DNN);
· UE IPv4 Address Ranges and/or IPv6 Prefix Range(s) per (S-NSSAI, DNN); 
· SMF area identity
· Supported ATSSS steering functionality
· Supported UPF event exposure service and supported Event IDs.

Apart from the above listed functionalities, some additional functionalities may be considered by SMF for UPF selection or by some other NF for UPF discovery. The additional functionalities like NAT, Deep Packet inspection etc. may be required based on requirements of a specific SD flow to a particular application (e.g. a VoIP application requiring no NAT or no-symmetric NAT, Deep packet inspection required for lawful intercept etc.).

[bookmark: _Toc92875663][bookmark: _Toc93070687][bookmark: _Toc157447966][bookmark: _Toc157448173]6.X.2	Procedures


Figure 6.X.2-1 UPF registration for additional functionalities

1. UPF sends the Nnrf_NFManagement_NFRegister Request message to NRF to inform the NRF of its NF profile when the NF service consumer.
In addition to the current NF profile provided by the UPF, UPF further provides additional UPF functionality which can be supported by the UPF like NAT, DNS snooping, DPI etc.

2. NRF stores the UPF profile as provided in step 1.

3. NRF acknowledges that UPF registration is accepted via NRF acknowledge UPF Registration is accepted via Nnrf_NFManagement_NFRegister response.



Figure 6.X.3-2 UPF Discovery for additional functionalities

1. Consumer NF (e.g. SMF) requests the NRF for the UPF instances which are associated with particular S-NSSAI, DNN, supported ATSSS steering functionality etc. along with the optional functionalities like NAT, DNS snooping, DPI etc.

2. The NRF checks its configured information for the UPF instances registered and finds those particular instances which satisfies the parameters as provided by the consumer NF in Step 1. 

If no UPF instances are available, that satisfies all the optional functionalities (e.g. NAT, DNS snooping, DPI etc.), NRF will provide UPFs based only on the mandatory functionalities (e.g. ATSSS steering functionalities etc.)
 
3. NRF sends the Nnrf_NFDiscovery response containing the list of UPF instances satisfying the desired functionalities.

[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688][bookmark: _Toc157447967][bookmark: _Toc157448174]6.X.4	Impacts on services, entities and interfaces
UPF-NRF interface impacts
· UPF can provide optional functionalities to NRF in it’s NF profile during NRF registration.
Consumer NF (e.g. SMF) –NRF interface impacts
· Consumer NF while discovering UPF instances can provide optional functionalities to NRF in the UPF discovery request.

*** End of the changes ***
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